**КОНСПЕКТ
беседы о безопасности общения в Интернете**

**Цель:** обучить информационной безопасности в Интернете

**Задачи:**

- формировать навыки поведения в информационном обществе с целью обеспечения информационной безопасности

- разработать нормы и правила поведения детей в сети Интернет

- способствовать расширению кругозора учащихся

**Ход занятия:**

 Здравствуйте ребята. Ежегодно 30 сентября в России отмечается День интернета, поэтому сегодня я предлагаю с вами поговорить немного о том, какое место Интернет занимает в нашей жизни, и насколько это хорошо или плохо для нас.

Интернет является прекрасным источником для новых знаний, помогает в учебе, занимает досуг. Но в тоже время, сеть таит в себе много опасностей. Особенно мне бы хотелось отметить общение в социальных сетях.

Давайте попробуем вместе ответить на несколько вопросов:

* Вы уверены, что знаете всех из своего списка друзей?
* Получали ли вы когда-нибудь сообщения от незнакомых людей?
 Что Вы с ними делали?
* Знаете ли вы людей, которые после виртуального общения встречались лично?

Хорошо. Сейчас я вам зачитаю основные правила общения в Интернете, а вы сможете сделать вывод, насколько правильным было ваше поведение.

  **Базовые правила безопасного Интернета**

**НЕЛЬЗЯ**

-   Всем подряд сообщать свою частную информацию (настоящие имя, фамилию, телефон, адрес, номер школы, а также фотографии свои, своей семьи и друзей)

-   Нельзя открывать вложенные файлы электронной почты, когда не знаешь отправителя

-   Нельзя рассылать самому спам и «информационную грязь»

-   Нельзя грубить, придираться, оказывать давление — вести себя невежливо и агрессивно

-   Никогда не распоряжайся деньгами твоей семьи без разрешения старших. Спроси родителей.

-   Встреча с Интернет-знакомыми в реальной жизни, бывает опасной: за псевдонимом может скрываться преступник

**ОСТОРОЖНО**

-    Не все пишут правду

-    Читаешь о себе неправду в Интернете — сообщи об этом своим родителям

-    Приглашают переписываться, играть, обмениваться – проверь, нет ли подвоха

-    Незаконное копирование файлов в Интернете = воровство

-    Открыл что-то угрожающее — не бойся позвать на помощь

**МОЖНО**

-    Используй «ник» (выдуманное имя) в переписке и переговорах

-    Уважай другого пользователя

-    Пользуешься Интернет-источником – делай ссылку на него

-    Познакомился в сети и хочешь встретиться – посоветуйся со взрослым, которому доверяешь

-    Открывай только те ссылки, в которых уверен

-   Интернетом лучше всего пользоваться, когда поблизости есть кто-то из родителей или тех, кто хорошо знает, что такое Интернет, и как в нем себя вести.

Соблюдайте осторожность при разглашении контактных данных или другой личной информации. Любые отправляемые фотографии или раскрываемые незнакомцу личные сведения могут стать общедоступными в Интернете. Интерактивные дневники могут надолго стать доступными для прочтения широкой общественностью. После публикации в Интернете текста или фотографии их невозможно контролировать. Их можно легко скопировать во множество разных мест, и их полное удаление может оказаться невозможным.

 Напоследок хотелось бы вас также сказать, что в последнее воскресенье января мировое сообщество отмечает также и «Международный день БЕЗ интернета». Учитесь общаться не только смайлами и лайками, а живыми эмоциями, ведь вам наверняка самим приятнее видеть глаза вашего друга или подруги.

**ПРАВИЛА БЕЗОПАСНОГО ИНТЕРНЕТ-ОБЩЕНИЯ

1. Никогда не давай информацию о себе, которая может указать,
что ты — ребенок.**

**2. Вместо фотографии пользуйся рисованным аватаром.**

**3. Настрой доступ к твоим фотографиям только для самых близких людей.**

**4. Не переходи по подозрительным ссылкам.**

**5. Поддерживай дружбу только с теми, кого знаешь.**

**6. Если во время общения в чате или переписке онлайн,
какой-то незнакомец тебе угрожает, задает неприятные вопросы
или уговаривает на встречу в реальной жизни, то план действий такой:
ничего не отвечай и немедленно сообщи об этом родителям!**
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